
Check the sender's email address to ensure that the 
domain is trusted.

Be wary of requests for personal information such as 
passwords, credit card numbers, security codes, and 
sensitive data like bank account numbers, etc.

Be careful when visiting websites; make sure the web 
address starts with 'https://,' as the 's' in 'https' stands 
for 'secure.'

Be wary of the content of the message; for example, 
it may claim you have won the lottery, contain 
threats, or ask for money, etc.

Check your online accounts regularly to ensure there 
is no suspicious activity on the account.

Always be alert for suspicious emails and avoid 
clicking on any links in them.
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Be careful!
Email Phishing Around You

Payday is here, make sure your money does not fly away. Always be 
cautious of criminal activities and frauds through phishing emails that are 
always lurking around you. Cyberattacks and data leaks via email are still 

common. It is important for you to take security measures to avoid 
phishing threats.

The following tips can help you avoid phishing threats:


